G. PULLATAH COLLEGE OF ENGINEERING AND TECHNOLOGY(AUTONOMOUS), KURNOOL

DEPARTMENT OF COMPUTER SCIENCE AND ENGI NEERING

JATE: 13-07-2019

TO
The principal,

GPCET,
Kurnool.

Sir,

Sub: Approval of ADD-ON course for II and 111 CSE Students-Regd

The Department of CSE requests you to accept for the proposal of conducting ADD-ON
Course on “Cyber Security” for II-year I Semester and Ill-year I Semester CSE Students scheduled
for the duration of 48 classes. Kindly accept the proposal.

Thanking you sir,

Yours Sincerely

2 e

Dr .S.Prem Kumar
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G. PULLAIAH COLLEGE OF ENGINEERING AND TECHNOLOGY(AUTONOMOUS), KURNOOL
DEPARTMENT OF COMPUTER SCIENCE AND ENG) VEERING

Department Circular —ADD-ON Course

DATE: 13-07-2019

II year-1 Semester and IIl-year I Semester CSE Students are infor): ed to enroll their names
for the ADD-ON Course on “Cyber Security” with their respective clas--in-charges on or before
14-07-2019. The course commences from 15+ July and the duration of the ~ourse is 48 classes. The
course is conducted from 4 pm to 5 pm regularly.

The bus facility is made available soon after the class work.

Dr .S.Prem Kumar

HOD-CSE






G.Pullaiah College Of Engineering and Technology (Autonomous)
Department of Computer Science and Engineering
Academic Year: 2019-2020
Name of the Addon Course: Cyber Security
Name of the Resourse Person: M. Janardhan
Course Duration : 48 Hours
List of Students Registered for Add on Course
SLLNO [Roll NO Name of the student Year/Sem

1|18AT1A0501  |B AAMIR KHAN -1

2|18AT1A0502 |AMMAYYAGARI SHAIK ABDUL KALAM -1

3|18AT1A0503 |SHAIK ABDUL KHALID =T

4|18AT1A05H9 |SYED IBRAHIM -1

5|18AT1A0505 [KAJAIKISHORE -1

6|18AT1A0506 |B AJAY T

7 [18AT1A0598  [U POOJITHA =1

8|18AT1A0508 [NESE BANDHIKE AKHILANDESWARI -1

9|18AT1AosH1 | PATELU VINOD SAI KUMAR REDDY Il -1
10|18AT1A0510 |YEDLAPALLI ALEKYA -1
11 [18AT1A05G0  [VANDAVASI GURU UJWALA -1
12|18AT1A0512  |TALARI AMULYA -1
13|18AT1A0543 |P GANGADHAR REDDY I~
14|18AT1A0514 [ANGEL MAGNUS GWYNETH Y -1
15|18AT1A0515 |KONDURU ANIL KUMAR T
16|19AT5A0504 |GOUDAMPALLY BHANU PRAKASH REDDY -1
17|18AT1A0517  |VELAMURI ANJANT MAHIMA SUGUNA -1

HARSHITHA

18|18AT1A0591 SARI NITEESH -1
19|18AT1A0520 |MOHAMMED ARSHAD SAEED -1
20(18AT1A0521 M ASHOK REDDY I-1
21[18AT1A0581 |GATE NAGA VARSHITH Il -1
22|18AT1A0523 [SHAIK AZEEZ UN NAWAZ T
23|18AT1A0524 |BHAAVANA S -1
24(18AT1A0525 |GAJJALA BHARGHAV -1
25|18AT1A05F1 | P SUBHASHINI =1
26|18AT1A0527 |EPURI BHAVANA I -1
27|18AT1A05F7 [BUDALA TEJA ARUN -1
28|18AT1A0529 |K BHUVANESHWARI -1
29[18AT1A0530 [KURUVA BINDU T
30|18AT1A05B5 |KUPPARAJU SAHITHI -1
31|18AT1A0532 [KUNDURU CHINMAI -1
32|18AT1A0533 |ANUPA DEEKSHITHA I -1
33[18AT1A05E6  [PEDDAKOTLA SRII CHANDANA -1
34 |18AT1A0535 BATHULA DHARANI -1
35|18AT1A0536 |B DHEERAJ -1
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36|18AT1A0537 |[KALLADINESH BABU -1
37|18AT1A0538 |EDIGA DIVYA TS
38|18AT1A05G8 | UPPARI VIKRAM I =]
39|18AT1A0540 |MOLLA FARZAAN . -1
40|18AT1A0541 |SHAIK FEROOZ BEGUM -1
41|18AT1A0542 |SANIYA FIRDOSE -1
42[18AT1A0o542  |SANIYA FIRDOSE -1
43|18AT1A0544 |KURUVA MITTAKANDALA GEETHALAKSHM -1
F 44|18AT1A0545 |CHITRALA HARSHITHA T
45|18AT1A0546  [ILLURI HEMANTH GOUD -1
46(18AT1A0547 |PASUPULETI HEMANTTH PANKAJJ RAM -1
47|18AT1A0548 |CHATAKONDA HIMAVARSHINI -1
48|18AT1A0549 |SHAIK IMRAN -1
49|18AT1A0550 |SHAIK IMRAN -1
50|18AT1A0551 PINJARI ISMAIL I-1
51|18AT1A0552 | PIKKILI JANAKI RAM VAMSHI -1
52|18AT1A0553  [SIRIGIRI JOSHI SULAKSHAN T
53|18AT1A05G2 |SHAIK VALI AHMED 1=
54|18AT1A0555 |DAYALA JYOTHIRMAI {le<l]
55[18AT1A0556  |SANGATI JYOTHSNA i«]
56[18AT1A0557 |MOULVI KAIF AHMED -1
57[18AT1A0558 |BONDILI KEERTHANA T
58|18AT1A0559 |CHERUKURU KEERTHI -1
59(18AT1A0504 |SHAIK ABDULLA AFSHAN -1
60|18AT1A0561 E LAHARI Il-1
61[18AT1A05F9 |DADI REDDY UDAY KIRAN REDDY -1
62|18AT1A0563 |DUDEKULA LEENA GOYAL -1
63|18AT1A05C9 [KAMMARI SHIVANI Il-1
64 |18AT1A0566 [SHATIK MAHAMMAD FAYAZ T
65|18AT1A0567 [CHITRALA MANISHA -1
6618AT1A0568 |MEDAVARAM LAKSHMI RANGA MAYURA -1
NITHYASRI
67 [18AT1A0569 [O MD ZUBAIR BASHA I-1
68|18AT1A0570 |(KADIRE MEGHANA H.=|
69[18AT1A0592 [SINGAVARAM NITHIN VYAS =]
70[18AT1A0572 SHAIK MOHAMMAD IRSHAD [l=il
71 [18AT1A0573  |SHAIK MOHAMMAD RAFI I-1
72|17AT1A0501 |SHAIK ABDUL KHUDDUS -1
' 73|17AT1A05A4 | GANTE VASANTHA KUMARI -1
74|17AT1A0504 |V AMRUTHA -1
75|17AT1A0505 PERUMALA ANIL KUMAR "l -1
76|17AT1A0506 | CHAKALI ANITHA -1
77|17AT1A0538 [M JOHN AKSHAY 1=
2 78|17AT1A0508  [KATTA ANUSHA -1
E 79(17AT1A0509  |SYEDA AREEBA FAYEEZ -1
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80|17AT1A0510 |RACHAPUDI ARJUNKUMAR -1

81|17AT1A05B6 [N TRINATH RAO -1

82|17AT1A0512  |SHAIK ASMA -1

83|17AT1A0579 | BOYA SAI LAHARI Il -1

84[17AT1A0515 |PERUMALLA BHARGAV KUMAR -1

85|17AT1A0517 | DASARI CHANDU PRIYA " -1

86|17AT1A0598 |BATCHU SRILEKHA -1

87|17AT1A0519 |B DURGA TULASI -1

88|17AT1A0520 |MD FAIZ 1 -1

89|17AT1A0521 |VELUVALI FARHANA -1

90|16AT1A05A1 |M USHA SREEE -1

91|17AT1A0523 |GOKULAPADU HARI PRIYA -1

92|17AT1A05A9 |BADDULA VINEETHA " -1

93|17AT1A0525 |MARELLA HARISH BABU 1" -1

94|17AT1A0597 |MEKALA SRILATHA 1" -1

95|17AT1A0527 [ROKKAM HARITHA 1" -1

96|17AT1A0528 [K HARSHA VARDHAN -1

97|17AT1A0573 |BALAMKAR RAJITHA -1

08| 17AT1A0532 [SHAIK HUSNA JABEEN T

99|17AT1A05B2  |LAGISETTY YASHASWINI " -1

100|17AT1A0535 |MURTHATI JAGADEESH -1
101|17AT1A0536 |KJANARDHAN 1" -1
102|17AT1A0537 |KONDEPOGU JESSICA -1
103|17AT1A0587 D. SHAMEER HUSSAIN -1

104 |17AT1A0539 | TALARI KALYAN " -1
105|17AT1A0599  |KOTTAPALLI NALLABOTHULA SUMEDH NAIDU 1 -1
106|17AT1A0541 [BOLLEDDULA KARTHIK BABU s

107 |17AT1A0542 |A KEERTHI REDDY 1" -1
108|17AT1A0564  |NUSI PARTHASARADHI REDDY " -1
109|17AT1A05A6  |ASPATI VENKATESWARLU " -1
110|17AT1A0545 |REDDYGARI LAKSHMI REDDY -1

111 |17AT1A0546  |H LAKSHMI SRAVYA -1
112(17AT1A0547 |B MAHESH BABU -1

113|17AT1A0549 |BANGARU MALLIKA 1" -1
114|17AT1IA05A0 |PEMARAM SURESH -1

115|17AT1A0551 [T MANOI KUMAR 1 -1

i 116|17AT1A0552 |KONDAGARI MEGHANA -1
l 117|17AT1A0585 |B SUMANTH -1
118|17AT1A0554 |BAROOD MOHSIN AHMED 1l -1
i ' 119|17AT1A0555 |POLIMERA NAGA SUDEEKSHA -1
— 120|17AT1A0556 |BOYA NARASIMHA -1
! 121|17AT1A0557 |AMBARAPU NAVEEN -1
; 122|17AT1A0558 |[KAMANI NIHARIKA -1
123|17AT1A0560 [P NISSY RAJ -1
v 124 |17AT1A0561  |MALLIKARJUNA NIVEDITHA n-1
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125|17AT1A0562 |NUNNA LIKHITHA -1
126|17AT1A0563  |SOMASANI PARASHURAM -1
127|17AT1A0529  |K HARSHA VARDHAN REDDY -1
128|17AT1A0565 | GIRIPOGU PAVAN -1
129|17AT1A0566 |VASU PAVAN KUMAR 1" -1
130|17AT1A0567 |[NIDIGANTI PRANITHAVYA -1
131|17AT1A0522 |MEENUGA GIRI NAIDU -1
132|17AT1A0570 |PATRAGOLLA PUIJA -1
133|17AT1A0S571  |BOYA PUSHPALATHA -1
134|17AT1A0572 |MADUGUNDU RAJESH -1
134|17AT1A0540 |B KANISHKA 1 -1
136|17AT1A0574  |SURYA RAMYA SREE -1
136|17AT1A0575 |CHENNA RAVITEJA -1
138|17AT1A0576 |K ROOPESH -1
139|17AT1A0577 [N RUCHITHA -1
140|17AT1A0578  |E SAI CHARAN -1
141 |[17AT1A0511  |KASA ARUNKUMAR -1
142|17AT1A0580 |BALUSA SAI LIKHITH I -1
143|17AT1A05A1 |BESTA TEJESHWAR 1" -1
144|17AT1A0582  [SHAIK SANA YASMEEN -1
145|17AT1A0583  [C SARMISTA -1
146|17AT1A0596 | GANIGA SREENIVASULU " -1
147|17AT1IA0S5A3  |ONIPENTA VAMSHIDHAR REDDY -1
148|17AT1A0586  [SHAIK SHAHEEN 1" -1
149 [17AT1A0534 |BAJANTRI JAGADEESH -1
150|17AT1A0588 V SIVA NITISH REDDY I -1




G.Pullaiah College Of Engineering and Technology (Autonomous)

Department of Computer Science and Engineering

Academic Year: 2019-2020

Syllabus for Cybersecurity

‘ Topic . Duration (Hours) Description
Module | '
1: Introduction to i Cybersecurity “ 2 Definition, threats, |
Cybersecurity i Fundamentals ; impact, CIA triad,
- - ] | _ security concepts |
1 ! Understanding ! 2 Types of cybercrime,
f Cybercrime i attacker motivations, |
] | i common attacks |
1 . Network Security | 2 Network components, |
j Basics | vulnerabilities, |
- L 1 firewalls, access |
1 | Operating System 2 Hardening systems,
| Security . patching, user J
. N __accounts, antivirus |
2: Cryptography and | Symmetric vs. ' 2 Basics of _
Encryption Asymmetric cryptography, different |
B ; Encryption _types, algorithms,
2 Hashing and Digital | 2 Hash functions,
Signatures j message integrity,
- S I R | _ digital signatures,
2 Secure Key ; 2 Key generation, |
\ Management storage, distribution, |
I D best practices
2 i Secure ‘ 2 SSL/TLS, VPNs,
| Communication encryption in transit,
5 Protocols o __ secure protocols |
3: System and ' Secure Coding 2 Input validation,
Application Security Practices secure coding
| - __principles, common
3 ‘Software Development| 2 Secure software |
? Security | development lifecycle |
o | (SDLC), threat |
3 ‘ Web Application | 2 OWASP Top 10,
Security common web
vulnerabilities,
. o . injection attacks
- 3 R Cloud Security 2 Shared responsibility |

model, security best
practices for cloud |
__platforms ]
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4: Data Security and

Data Classification '

Identifying sensitive

Privacy and Protection data, data
| categorization, data
e _ | - _ | __protection methods
4 ' Access Control and | Identity and access
' User Management management (IAM), |
I T ] least privilege principle
4 Data Privacy | GDPR, CCPA, HIPAA, |
Regulations | understanding privacy
S | ____ regulatons |
4 | Data Loss Prevention Preventing

~ 5:Incident Response

(DLP)

Incident Response |
Process |

unauthorized data
loss, DLP technologies
Phases of incident

and Forensics . response,
) 1 ) investigation,
5 | Digital Forensics Collecting evidence, |

analyzing logs,

i understanding

| _ 5 ) N ‘ ~ forensics tools
5 Security Awareness Importance of user

and Training awareness, phishing,

i __password hygiene
5 Ethical Hacking and Authorized testing,

Penetration Testing |

simulating attacks,
vulnerability
identification

6: Future Trends and Emerging Artificial intelligence
Specializations Cybersecurity Threats ‘ and security, loT
| vulnerabilities,
B | _ ] blockchain security
6 | Cloud Security Trends | Securing containerized
| workloads, securing
....... o _ _serverless functions
6 Specialization Options Ethical hacking,
1 security engineering, |
incident response,
! | threat intelligence
! 6 Cybersecurity Career | Exploring different
Paths career options in |
' cybersecurity |




G.Pullaiah College Of Engineering and Technology (Autonomous)
Department of Computer Science and Engineering
Academic Year: 2019-2020
MCQs for Cybersecurity Assessment

1. What is the primary goal of cybersecurity?
a) Protecting hardware from physical damage
b) Preventing unauthorized access to data and systems
c) Ensuring high-speed internet connectivity
d) Maximizing computer performance

2. What does CIA stand for in cybersecurity?
a) Central Intelligence Agency
b) Computer Intrusion Assessment
c) Confidentiality, Integrity, Availability
d) Cybersecurity Intelligence Analysis

3."Which of the following is NOT a common type of cyber attack?
a) DDoS (Distributed Denial of Service)
b) SQL Injection
c) LAN (Local Area Network)
d) Phishing

4. What is the purpose of encryption in cybersecurity?
a) To hide the physical location of a server
b) To prevent unauthorized access to data by converting 't into a code
c) To increase the speed of internet connections
d) To improve the performance of computer hardware

5. Which cybersecurity measure involves verifying the identity of users or
devices?

a) Encryption

b) Authentication

c) Firewalls

d) Intrusion Detection Systems (IDS)
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6. What is the main function of a firewall in cybersecurity?
a) Encrypting data transmissions
b) Blocking unauthorized access to a network
c) Authenticating users
d) Monitoring network traffic

7. Which of the following is an example of a strong password?
a) "password"
b) "123456"

c) "P@sswOrd!"
d) "gwerty"

8. What is the purpose of multi-factor authentication (MFA ' in cybersecurity?
a) To use multiple firewalls for added security
b) To ensure data encryption from multiple devices
c) To verify a user's identity using more than one methoc
d) To monitor network traffic from different locations

9. What is the main objective of a DDoS attack?
a) Stealing sensitive information from a network
b) Encrypting data transmissions
c) Disrupting normal network traffic by overwhelming serers
d) Gaining unauthorized access to a network

10. What is the term for a security vulnerability that allows attackers to
execute arbitrary code on a targeted system?

a) Phishing

b) Malware

c) Exploit

d) Trojan horse

11. What does "malware" stand for in cybersecurity?
a) Malicious Software
b) Managed Learning and Resource Exchange
c) Multi-Level Authentication and Recovery Engine
d) Memory Leakage Analysis and Reporting Environment

12. What is the purpose of penetration testing in cybersecurity?

a) Testing the effectiveness of security controls by simul-ting real-world
attacks

b) Testing the speed of internet connections

c) Testing the encryption strength of data transmissions

d) Testing the physical security of computer hardware
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13. Which of the following is a common phishing techniqua?

a) Sending malicious software attachments via email

b) Conducting a DDoS attack

c) Impersonating a trusted entity to trick users into revesling sensitive
information

d) Exploiting software vulnerabilities to gain unauthorized access to a
network

14. What is the purpose of a VPN (Virtual Private Network) in cybersecurity?
a) To hide the physical location of a server
b) To prevent unauthorized access to a network by encrypting data
transmissions
¢) To monitor network traffic for suspicious activity
d) To increase the speed of internet connections

15. What is the primary purpose of a security policy in cybarsecurity?
a) To educate users about cybersecurity best practices
b) To define the rules and procedures for protecting an organization's
assets
c) To encrypt data transmissions over a network
d) To improve the performance of computer hardware

16. Which of the following is NOT a common cybersecurit, best practice?

a) Using strong, unique passwords for each account

b) Sharing passwords with coworkers

c) Keeping software up to date with the latest security patches

d) Being cautious when clicking on links or downloading attachments from
unknown sources

17. What is the purpose of a security audit in cybersecurit,?

a) To identify and address security vulnerabilities in an organization's
systems and processes

b) To increase the speed of internet connections

c) To monitor network traffic for suspicious activity

d) To authenticate users accessing a network

18. What does SSL/TLS stand for in cybersecurity?
a) Secure Socket Layer/Transport Layer Security
b) Secure Server Language/Transmission Layer Security
c) Server Side Language/Transport Layer Security
d) Secure Socket Layer/Transmission Layer Security




19. What is the purpose of antivirus software in cybersecurity?
a) To encrypt data transmissions over a network
b) To prevent unauthorized access to a network
c) To detect and remove malware from a computer systcm
d) To authenticate users accessing a network

20. Which of the following is NOT a common type of malv.are?
a) Virus
b) Trojan horse
c) Firewall
d) Worm

21. What is the purpose of an Intrusion Detection System (IDS) in
cybersecurity?

a) To prevent unauthorized access to a network

b) To detect and alert on suspicious network activity

c) To encrypt data transmissions over a network

d) To monitor internet connectivity

22. What is the main objective of a ransomware attack?
a) Stealing sensitive information from a network
b) Disrupting normal network traffic by overwhelming servers
c) Encrypting files and demanding payment for their release
d) Gaining unauthorized access to a network

23. What is the purpose of security awareness training in cybersecurity?
a) To educate users about cybersecurity best practices and threats
b) To increase the speed of internet connections
c) To encrypt data transmissions over a network
d) To improve the performance of computer hardware

24. What is the purpose of data encryption in cybersecurit?
a) To hide the physical location of a server
b) To prevent unauthorized access to data by converting it into a code
c) To monitor network traffic for suspicious activity
d) To improve the speed of internet connections

25. What is the main objective of a social engineering attack?

a) Exploiting software vulnerabilities to gain unauthorizec! access to a
network

b) Stealing sensitive information by tricking users into reealing it

c) Disrupting normal network traffic by overwhelming servers

d) Encrypting files and demanding payment for their release
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26. What is the purpose of a security incident response planin
cybersecurity?

a) To define the steps an organization will take in resporse to a
cybersecurity incident

b) To encrypt data transmissions over a network

c) To increase the speed of internet connections

d) To monitor network traffic for suspicious activity

27. What is the primary purpose of encryption keys in cybarsecurity?
a) To hide the physical location of a server
b) To prevent unauthorized access to data by converting it into a code
c) To authenticate users accessing a network
d) To improve the performance of computer hardware

28. What does "phishing" refer to in cybersecurity?

a) Sending malicious software attachments via email

b) Impersonating a trusted entity to trick users into revecling sensitive
information

c¢) Conducting a DDoS attack

d) Exploiting software vulnerabilities to gain unauthorized access to a
network

29. What is the purpose of network segmentation in cybersecurity?

a) To prevent unauthorized access to a network by dividing it into smaller,
isolated segments ' ,

b) To encrypt data transmissions over a network

c) To monitor network traffic for suspicious activity

d) To improve the speed of internet connections

30. Which of the following is a common cybersecurity threat to mobile
devices?

a) DDoS attacks

b) Phishing

c) SQL injection

d) Firewall misconfigurations
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G.Pullaiah College Of Engineering and Technology (Autonomous)

Department of Computer Science and Engineering

Academic Year: 2019-2020

Name of the Addon Course: Cyber Security

Marks of the Students for Add on Course

SI.LNO Roll NO Name of the student Ycar/Sem | Marks
1 18AT1A0501 B AAMIR KHAN -1 21
2 18AT1A0502 AMMAYYAGARI SHAIK ABDUL KALAM -1 20
3 18AT1A0503 SHAIK ABDUL KHALID Il =] 14
4 18AT1A05H9 SYED IBRAHIM -1 29
5 18AT1A0505 KAJAI KISHORE -1 25
6 18AT1A05006 B AJAY [1-1 30
7 18AT1A0598 U POOJITHA -1 28
8 18AT1A0508 NESE BANDHIKE AKHILANDESWARI -1 13
9 18AT1A05H1 PATELU VINOD SAI KUMAR REDDY -1 21
10 18AT1A0510 YEDLAPALLI ALEKYA [l -1 20
11 18AT1A05G0 VANDAVASI GURU UJWALA I-1 Absent
12 18AT1A0512 TALARI AMULYA = 22
13 18AT1A0543 P GANGADHAR REDDY -1 23
14 18AT1A0514 ANGEL MAGNUS GWYNETH Y -1 3

15 18AT1A0515 KONDURU ANIL KUMAR -1 25
16 19AT5A0504 GOUDAMPALLY BHANU PRAKASH REDDY =] 24
17 18AT1A0517 VELAMURI ANJANI MAHIMA SUGUNA -1 o7

HARSHITHA
18 18AT1A0591 SARINITEESH -1 21
19 18AT1A0520 MOHAMMED ARSHAD SAEED Il -1 4
20 18AT1A0521 M ASHOK REDDY -1 21
21 18AT1A0581 GATE NAGA VARSHITH -1 21
22 18AT1A0523 SHAIK AZEEZ UN NAWAZ -] 23
23 18AT1A0524 BHAAVANA S =1 15
24 18AT1A0525 GAJJALA BHARGHAV -1 25
25 18AT1A05F1 P SUBHASHINI -1 21
26 18AT1A0527 EPURI BHAVANA -1 7
27 18AT1A05F7 BUDALA TEJA ARUN = 27
28 18AT1A0529 K BHUVANESHWARI -1 29
29 18AT1A0530 KURUVA BINDU -1 30
30 18AT1A05B5 KUPPARAJU SAHITHI 1= 25
31 18AT1A0532 KUNDURU CHINMAI s 6
- 32 18AT1A0533 ANUPA DEEKSHITHA l-1 23
33 18AT1A05E6 PEDDAKOTLA SRII CHANDANA { =] 26
34 18AT1A0535 BATHULA DHARANI =] 25
35 18AT1A0536 ~ B DHEERAJ =1} 30
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36 18AT1A0537 KALLA DINESH BABU -1 27
o7 18AT1A0538 EDIGA DIVYA -1 28
38 18AT1A05G8 UPPARI VIKRAM -1 28
39 18AT1A0540 MOLLA FARZAAN T 20
40 18AT1A0541 SHAIK FEROOZ BEGUM -1 21
41 18AT1A0542 SANIYA FIRDOSE -1 q
. 42 18AT1A0542 SANIYA FIRDOSE -1 3
43 18AT1A0544 KURUVA MITTAKANDALA GEETHALAKSHMI -1 o4
44 18AT1A0545 CHITRALA HARSHITHA -1 25
45 18AT1A0546 ILLURT HEMANTH GOUD 1 =1 14
46 18AT1A0547 PASUPULETI HEMANTTH PANKAJJ RAM T o7
47 18AT1A0548 CHATAKONDA HIMAVARSHINI -1 28
48 18AT1A0549 SHAIK IMRAN H= ] 29
49 18AT1A0550 SHAIK IMRAN -1 20
50 18AT1A0551 PINJARI ISMAIL -1 21
51 18AT1A0552 PIKKILI JANAKI RAM VAMSHI - | 22
52 18AT1A0553 SIRIGIRI JOSHI SULAKSHAN -1 23
53 18AT1A05G2 SHAIK VALI AHMED Il-1 q
54 18AT1A0555 DAYALA JYOTHIRMAI -1 5
55 18AT1A0556 SANGATI JYOTHSNA -1 26
56 18AT1A0557 MOULVI KAIF AHMED =1 27
57 18AT1A0558 BONDILI KEERTHANA -1 Absent
58 18AT1A0559 CHERUKURU KEERTHI -1 29
59 18AT1A0504 SHAIK ABDULLA AFSHAN T 9
- 60 18AT1A0561 E LAHARI [1-1 30
61 18AT1A05F9 DADI REDDY UDAY KIRAN REDDY -1 29
62 18AT1A0563 DUDEKULA LEENA GOYAL -1 23
63 18AT1A05C9 KAMMARI SHIVANI -1 29
64 18AT1A0566 SHAIK MAHAMMAD FAYAZ T 26
65 18AT1A0567 CHITRALA MANISHA -1 27
66 18AT1A0568 MEDAVARAM LAKSHMI RANGA MAYURA -1 o8
NITHYASRI
67 18AT1A0569 O MD ZUBAIR BASHA -1 29
68 18AT1A0570 KADIRE MEGHANA k=1 20
69 18AT1A0592 SINGAVARAM NITHIN VYAS -1 22
70 18AT1A0572 SHAIK MOHAMMAD IRSHAD [l=1 22
71 18AT1A0573 SHAIK MOHAMMAD RAFI =l 4
72 17AT1A0501 SHAIK ABDUL KHUDDUS -1 21
73 17AT1A05A4 GANTE VASANTHA KUMARI -1 24
74 17AT1A0504 V AMRUTHA -1 24
75 17AT1A0505 PERUMALA ANIL KUMAR [1-1 25
76 17AT1A0506 CHAKALI ANITHA -1 26
77 17AT1A0538 M JOHN AKSHAY -1 28
78 17AT1A0508 KATTA ANUSHA HE- 1 28
79 17AT1A0509 SYEDA AREEBA FAYEEZ -1 4




80 17AT1A0510 RACHAPUDI ARJUNKUMAR -1 20
81 17AT1A05B6 N TRINATH RAO Im -1 26
82 17AT1A0512 SHAIK ASMA -1 22
83 17AT1A0579 BOYA SAI LAHARI 1 -1 29
84 17AT1A0515 PERUMALLA BHARGAV KUMAR -1 25
85 17AT1A0517 DASARI CHANDU PRIYA -1 27
86 17AT1A0598 BATCHU SRILEKHA -1 28
87 17AT1A0519 B DURGA TULASI -1 29
88 17AT1A0520 MD FAIZ -1 20
89 17AT1A0521 VELUVALI FARHANA -1 21
90 16AT1A05A1 M USHA SREEE -1 29
91 17AT1A0523 GOKULAPADU HARI PRIYA -1 23
92 17AT1A05A9 BADDULA VINEETHA -1 29
93 17AT1A0525 MARELLA HARISH BABU -1 25
94 17AT1A0597 MEKALA SRILATHA -1 27
95 17AT1A0527 ROKKAM HARITHA II-1 19
96 17AT1A0528 K HARSHA VARDHAN Il -1 23
97 17AT1A0573 BALAMKAR RAJITHA -1 23
98 17AT1A0532 SHAIK HUSNA JABEEN N -1 22
g9 17AT1A05B2 LAGISETTY YASHASWINI -1 22
100 17AT1A0535 MURTHATI JAGADEESH -1 25
101 17AT1A0536 K JANARDHAN -1 26
102 17AT1A0537 KONDEPOGU JESSICA -1 27
103 17AT1A0587 D. SHAMEER HUSSAIN -1 27
- 104 17AT1A0539 TALARI KALYAN -1 29
105 17AT1A0599 KOTTAPALLI NALLABOTHULA SUMEDH NAIDU -1 29
106 17AT1A0541 BOLLEDDULA KARTHIK BABU -1 21
107 17AT1A0542 A KEERTHI REDDY -1 22
108 17AT1A0564 NUS| PARTHASARADHI REDDY -1 24
109 17AT1A05A6 ASPATI VENKATESWARLU -1 26
110 17AT1A0545 REDDYGARI LAKSHMI REDDY -1 25
1) 17AT1A0546 H LAKSHMI SRAVYA -1 26
112 17AT1A0547 B MAHESH BABU -1 27
113 17AT1A0549 BANGARU MALLIKA -1 29
114 17AT1A05A0 PEMARAM SURESH -1 20
115 17AT1A0551 T MANOJ KUMAR -1 21
116 17AT1A0552 KONDAGARI MEGHANA -1 22
117 17AT1A05B5 B SUMANTH -1 25
118 17AT1A0554 BAROOD MOHSIN AHMED -1 24
119 17AT1A0555 POLIMERA NAGA SUDEEKSHA (-1 25
120 17AT1A0556 BOYA NARASIMHA -1 absent
121 17AT1A0557 AMBARAPU NAVEEN -1 27
‘122 17AT1A0558 KAMANI NIHARIKA -1 28
123 17AT1A0560 P NISSY RAJ -1 20
124 17AT1A0561 MALLIKARJUNA NIVEDITHA -1 21
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125 17AT1A0562 NUNNA LIKHITHA -1 22
126 17AT1A0563 SOMASANI PARASHURAM -1 23
127 17AT1A0529 K HARSHA VARDHAN REDDY -1 29
128 17AT1A0565 GIRIPOGU PAVAN -1 25
129 17AT1A0566 VASU PAVAN KUMAR M- 26
130 17AT1A0567 NIDIGANTI PRANITHAVYA -1 27
131 17AT1A0522 MEENUGA GIRI NAIDU -1 22
132 17AT1A0570 PATRAGOLLA PUJA -1 20
133 17AT1A0571 BOYA PUSHPALATHA -1 21
134 17AT1A0572 MADUGUNDU RAJESH -1 22
134 17AT1A0540 B KANISHKA -1 20
136 17AT1A0574 SURYA RAMYA SREE M -1 24
136 17AT1A0575 CHENNA RAVITEJA -1 25
138 17AT1A0576 K ROOPESH -1 26
139 17AT1A0577 N RUCHITHA -1 27
140 17AT1A0578 E SAI CHARAN -1 28
141 17AT1A0511 KASA ARUNKUMAR -1 21
142 17AT1A0580 BALUSA SAI LIKHITH -1 20
143 17AT1A05A1 BESTA TEJESHWAR -1 21
144 17AT1A0582 SHAIK SANA YASMEEN [1=i] 20
145 17AT1A0583 C SARMISTA -1 23
146 17AT1A0596 GANIGA SREENIVASULU -1 26
147 17AT1A05A3 ONIPENTA VAMSHIDHAR REDDY -1 23
148 17AT1A0586 SHAIK SHAHEEN -1 26
149 17AT1A0534 BAJANTRI JAGADEESH -1 24
150 17AT1A0588 V SIVA NITISH REDDY -1 28




